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Introduction
This document describes a proposed new messaging protocol that will be available within the SIF Infrastructure. The new proposed SIF Services messaging protocol will allow a SIF Service to be provided to a SIF zone, in almost exactly the same way a SIF Object can be provided today. Services, however, will have behavior and may involve supporting many different SIF data objects or no data objects. The whole intent of services is to enable applications to interoperate at a whole new level, not just sharing data, but behavior as well.
This new messaging protocol will add to the set of messaging protocols available within SIF to address interoperability needs. The existing messaging protocols consist of the SIF_Request/SIF_Response and the SIF_Subscribe/SIF_Event protocols. These existing protocols have served SIF well and will continue to be used to enable interoperability between applications. 
This document addresses, to different degrees, two orthogonal issues:

1. Adding a new messaging protocol within the SIF Infrastructure to support SIF Services.
2. Adding support for a SOAP-based transport protocol available for all SIF messages, not just those used for services.
This document focuses on the former issue, not the latter.  The issue of SOAP and SIF is a different issue than that addressed by this proposal.  However, there might be advantages to implementing both features at the same time so this document may discuss the latter issue as well
.  In any case, it should be noted that: 
· SIF Services will enable a new layer of interoperability between agents and will work with or without SOAP.  
· The reasons for adding SIF Services are, for the most part, different from the reasons for adding SOAP support.
Business Case

When the SIF specification was begun, the concept of SIF Services was part of the initial discussions. However, at that point, the decision was made that sharing data was the initial problem that needed to be solved. Since then, SIF has made significant strides in expanding the data model to serve the broad needs of the educational data enterprise, including reporting up to the state and federal level.

We stand today at a significant stage in the development of SIF. SIF agents are becoming more pervasive across the United States and abroad. States are beginning to rely upon SIF to solve some of their reporting needs. Schools, districts and other agencies are beginning to depend heavily upon SIF to meet their horizontal interoperability needs. Systems that are already connected to each other by sharing SIF data objects are now seen as cohesive applications that need to share not just data, but behavior. 

Beyond horizontal and vertical integration needs, new needs are surfacing that involve multiple agencies, such as assessment scoring services, content authoring and hosting services, transcript clearing houses, local health services multiple state agencies, and many more. As SIF adoption increases, the use cases that are being presented to the SIFA organization are becoming increasingly complex. These use cases require a deeper level of interoperability than just sharing data between disparate systems. SIF services are necessary to address the design roadblocks that have become more and more apparent as more advanced interoperability scenarios are being attempted using SIF.
Scope and Impact
The current version (v1.2) of the Release Cycles and Versioning Guidelines of SIFA state that, “SIFA may develop, adopt, adapt, or implement other specifications related to its mission.”  Additionally, the section on minor release includes the following points.
A minor release:

· MAY add optional infrastructure functionality to the specification with the agreement of all ZIS vendors, otherwise the functionality MUST wait for a major release. 
· MAY revise and expand upon existing infrastructure documentation.
Infrastructure
At this point, it is not known whether the spring 2008 release of SIF will be a major or minor revision of SIF. However, this feature would add optional Infrastructure functionality to the SIF specification, which is allowed in a minor release according to SIF versioning policy. This feature would be optional for a ZIS to support in the next minor release of SIF, unless all ZIS vendors agree that it should become a standard, supported feature. 

Existing Agents

This document proposes adding an optional message type to the SIF infrastructure that will have no impact upon existing agents as long as ZIS vendors agree to make the necessary changes.  There would be no changes required for existing agents, unless they explicitly desire to implement this feature.
Zone Integration Servers
We expect that there will be a low to medium impact to existing ZI. The message processing will be very similar to Request/Response and Events processing logic that is already present in the ZIS, the main impact will be for the ZIS to recognize the new message types and then incorporate the existing logic or similar logic to these new message types.

Agents That Choose to Support the New Functionality
Agents that choose to support SIF Services will have to do about the same amount of work, in a general sense, as adding support for all of the objects defined by the service. They will not be able to re-use their existing code for request/response and events to support services, but it would be about the same as if they were writing those protocols from scratch. However, the new support for SOAP as an option may allow developers to use existing SOAP toolkits to build SIF Services.
Proposed Time Line

	July 2007
	Infrastructure completes rough draft of SIF Services proposal. Working groups that are interested can begin defining services.

	Fall 2007
	Infrastructure completes rough draft of SOAP protocol proposal.

	January 2008
	SIF Services and SOAP protocol proposals submitted for inclusion in the SIF Specification.

	February - March 2008
	Complete end to end test of Services and SOAP with multiple clients and a ZIS.

	May 2008
	SIF Services and SOAP become part of the SIF Specification.


SIF Services Key Points
SIF Services remain true to core architectural principles

The SIF specification has long been built on core architectural principles that are crucial to building a Service Oriented Architecture. Principles, such as security, loose coupling, guaranteed delivery, support for events, and discovery of services based around a centralized communications hub have long been part of the core principles of SIF. In addition, the SIF data model follows SIF design principles as well and is widely recognized as one of the most comprehensive k-12 data models ever developed. SIF Services will build upon these strengths by being built upon both the SIF Infrastructure and the SIF Data Model.

SIF services are not a replacement for the existing SIF Infrastructure message types that enable data to be shared at the SIF data object level. SIF_Request, SIF_Response , and SIF_Events will continue to be used, along with services to solve business cases. Those messaging protocols are still very important and continue to serve their intended purpose, that of sharing data based on the SIF object model between disparate applications.
SIF Services add functionality to SIF Infrastructure
The SIF Services functionality that is being proposed is not related to the SIF Reporting WebServices specification, which describes a way to connect to SIF using SOAP to collect data using the SIF Data Model. Rather, SIF Services functionality is composed of  a new set of SIF Message types that 

1. Enable support for calling methods on services within a zone 

2. Allow subscription to events on those services 
These new message types are being added to Infrastructure. All existing Infrastructure messages will remain and continue to be used as they are today. This proposal does not change how existing agents work or make them obsolete. Instead, it allows future versions of the SIF Specification to include new solutions that are not possible using existing message types.
The following diagram shows a logical overview of the SIF Infrastructure. The green boxes represent the areas that are being proposed in this document and where they fit in to the overall Infrastructure specification. As shown below, the SIF Services functionality will run over either the SIF HTTP/HTTPS transport or the SIF SOAP transport. SOAP is not required for SIF Services.
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Existing management concepts still apply to services
SIF data objects today can be managed at the ZIS. The end user has full control over which agents can provide, request and subscribe to objects. SIF Services will have the same general types of permissions. The actual permissions themselves might be different, due to the behavioral nature of services, but the end user will continue to have full control over the services running on their ZIS.
SIF Services increase the potential for interoperability

Standardized service governance for educational interoperability

The Schools Interoperability Framework has always been about standardizing interoperability between applications within the educational enterprise. Services defined by SIF will be governed centrally using the SIF specification development process, which can be participated in by any SIF vendor. Services defined by SIF will inherently be re-usable between systems because the centralized governance model and standardized specification will enable vendors and customers to build implementations based upon the published SIF specification.
Support for custom service definitions

SIF has always supported custom data objects to meet implementation-specific needs. While custom services will not be inherently be re-usable or enable plug and play interoperability, they will still be supported by the SIF Infrastructure.
Integration with existing legacy SOAP services
SIF Services will be designed to use specific design guidelines, such as requiring that the service be asynchronous and that the data definitions it uses are from the SIF data model. The strong point of SIF Services are that they are well-defined by the SIF specification to meet specific business and use cases, which promotes the plug-and-play ability of SIF. Vendors will have opportunities to create adaptors to their existing SOAP services to speak to SIF. It is anticipated that the need for custom SOAP services running within an educational enterprise will be greatly diminished as the number of well-defined SIF Services increases and are supported by many educational systems.

Differences between SIF Services and legacy SOAP services

In order to implement services using a Service Oriented Architecture over SOAP, the same level reliability could be achieved by combining many different standards, including WS-Security, WS-Coordination, WS-ReliableMessaging, WS-Federation, service discovery, and several other specifications. This would require building the quality of service infrastructure by hand or using a third-party appliance or application. However, a SIF installation has all of these qualities built-in as part of the SIF Infrastructure specification, which includes the Quality of Service features of the Zone Integration Server. SIF Services will also be published standards and will enable out-of-the box interoperability between service participants that are joined to a SIF zone.

Requirements for SIF Services
Here are an initial set of design requirements that SIF Services must meet:
1. Agents must be able to invoke methods on services. The method signature that is defined for a service will consist of a definition of the method invocation structure and the return value structure.

2. All service invocations will be asynchronous.

3. Agents never communicate directly with each other. The service invocations are all done on the zone and the ZIS routes them to the appropriate service.

4. SIF Services will use a document-oriented messaging pattern, rather than RPC-style messaging. This will enable the versioning policies within SIF to be used to version messaging signatures.

5. Agents must be able to subscribe to events on services. An event is a notification that something occurred. Service Events may be defined as containing no data or may involve multiple SIF Objects.

6. Services may expose any number of methods or events necessary to fulfill the use cases the service is based upon.
7. Agents should be able to register/provision services with a zone integration server over the SIF Infrastructure
8. Services should be governed by the same access control policies that govern the SIF_Request/SIF_Response and SIF_Event protocols.

9. The SIF method invocation protocol will inherit all of the Quality of Service (QOS) features that are inherent in the SIF_Request/SIF_Response protocol, including, but not limited to packet validation and failure notification.
10. Direct invocation of a service method should allow for multiple packets of data to be sent.

11. Responses from a service method should allow for multiple packets of data to be sent.

12. Service events should allow for multiple packets of data to be sent.

13. The SIF Service event protocol will follow the established processes for handling resolution of SIF_Events, including versioning and security policies and failure notification. 
14. A service should be self-describing to the ZIS (e.g. a la WSDL).
Requirements for SOAP support

SOAP is a raw, XML-based messaging protocol that can be added as an available protocol within SIF. SIF Services will not be dependent upon SOAP, but SOAP will be added to the SIF specification in the May 2008 release as well to further increase interoperability with existing industry standards. This support would actually involve adding support for a number of standards, not just SOAP.  A term better to use than SOAP would be the term "WS-I Basic Profile.”
At a minimum, SIF should adopt SOAP as an additional messaging protocol in addition to the existing HTTP and HTTPS protocols. In addition, it may be desirable to adopt the WS-I Basic Profile, which includes WSDL and other requirements to better enable interoperability. Support for other WS-* specification could be examined, but is not necessary and probably not desirable for the initial release of SOAP support.
The existing SIF Reporting Web Services specification is a good example of the level of SOAP support we need within the SIF Infrastructure as a starting point. Certainly, future releases of SIF could expand on the number of industry SOAP extension specifications supported by SIF.

Service Design Guidelines

The design of a SIF Service is extremely important. SIF Services will fulfill specific use cases to enable interoperability. Design guidelines have always been important to the design of SIF data objects. Design guidelines will continue to be important in the definition of SIF Services.

1. SIF Service design must be based upon valid business cases

2. SIF Service design must meet the requirements of use cases that were written to fulfill the business case.

3. SIF Services will use the SIF Data model. There is no new data model for SIF Services. Some service APIs may have elements that are not part of the data model or may not deal with data directly at all. However, when data is being shared between applications using services, standard SIF data objects should be the basis for the data being shared. 
4. Exceptions should be defined for exceptional cases that are known at the time of the service design.
5. SIF Services will expose a more granular use of each SIF data object defined by SIF. As such, SIF Services may create specific requirements for SIF data objects for each method or event exposed by the service. For example, specific elements may be required or other mandatory elements may be made optional. 

6. If objects are being exchanged via services, they must also be available via request/response. (see item above).
7. If a service makes a change to a SIF object it must also publish the appropriate SIF event. 

8. SIF Services will use a document-oriented messaging pattern, rather than RPC-style messaging. This will enable the versioning policies within SIF to be used to version messaging signatures.

9. Services must define how faults are returned. Services that are defined should document any faults that are returned from the service that are different from the standard Infrastructure faults.
10. SIF Services should be stateless. The request message passed in to the operation should contain all information necessary to complete the operation. If services have a stateful nature to them, the service should return a simple token that the caller uses for each subsequent call. The SIF Reporting Web Service is a good example of using a token to maintain state between service method invocations.
11. If a service operation can contain large amounts of data, the XML structure defined for the service operation should be designed to be repeatable to allow it be placed in multiple packets, rather than repeating large amounts of data inside the packet. 

Examples of Potential Services

These examples are included to further describe potential uses of SIF Services. These service examples are not completed service designs by any means. Rather, they are examples of potential services that could be further designed using the SIF design approach, based upon use cases.
Assessment Processing Service

This real-life business case involves three different systems that are involved in a student assessment. This particular business case is difficult to solve in SIF today without using complex choreography and bending Infrastructure rules.
Systems Involved
· Online Assessment System (OAS). This system allows students to log in and take an assessment.

· Assessment Processing Service (APS). This system calculates scores for the assessment.

· Student Information System (SIS). This system stores the results of the assessment.

Use Case 1 - Students are Assessed
1. The OAS administers an assessment to a set of students, capturing the raw student responses.
2. The OAS submits the raw responses to the Assessment Processing service.
a. A request of the Assessment Processing service is sent to the zone. The request invokes the service method {AcceptRawScores}. This request contains multiple packets of data and includes the raw responses of all of the students that took the assessment.
3. The ZIS forwards the service request to the APS agent that provides the Assessment Processing service. 

4. The APS processes the raw responses and calculates scores for each item, as well as an overall score.

5. The APS sends a service event to the zone. The AssessmentScored event notifies the zone that a complete assessment has been scored. Interested subscribers can request the results if they wish using a SIF_Request.
6. The APS sends another service event to the zone. The AssessmentResults event contains multiple packets of data, containing the scores from the assessment. Subscribers that have subscribed to this event will receive all of the scores automatically without having to ask for them.
7. The SIS is subscribed to the AssessmentResults service event. The SIS receives all of the scores and stores them in its database.

Summary

The service-based approach to solving this problem allows the various systems participating in an assessment to speak to each other in a much more straightforward way than, for example, if SIF Vertical Reporting choreographies were used.  This approach would use existing Assessment objects in a much simpler way than would be required by our current vertical and horizontal approaches. 
Benefits of Using a Services Approach

This interaction between the three participants of an assessment would be very difficult to implement using the existing SIF_Request/SIF_Response and SIF_Event protocols. Inevitably, Add events would have to be created on objects that did not represent data, and participants would have to request the actual data in a two-step process. In this scenario, services provide two meaningful messaging tools.
1. Methods can be invoked on services, passing data objects of multiple types.
2. SIF Events can be about anything and can contain multiple packets worth of data and even multiple types of objects
Comparison to an Implementation Using Raw SOAP (without SIF)

If SIF were not part of this implementation, a large number of additional agreements would have to be made between vendors participating in this scenario.

1. Agreement on how the services would find each other (service discovery is a function of the SIF zone)

2. Agreement on what systems were allowed to participate in the interaction and enforcement of that agreement. (Authentication and authorization are a function of the SIF zone)

3. Agreement on how the data would be secured in transit. (Encryption can be enforced within a SIF zone)

4. Agreement on what the interface would look like and how it would work (the SIF standard will have pre-defined services that will work “out of the box”, including the choreography requirements)

5. Agreement on how message reliability would be achieved if one system were not available at a given point in time (reliable messaging is a function of the SIF zone)

6. Agreement on how large amounts of data would be transmitted (the SIF function of allowing data to be transmitted in multiple packets is not defined in an industry standard)
Student Financial Account Service

This example involves many different use cases, but is a visionary example of how interoperability will be achieved between the SIF connected systems of the future.
Systems Involved

· Student Information System (SIS)

· Library System (LIB)

· Cafeteria System (FOOD)

· HR/Finance System (HRFIN)

· Online Parent Portal (OPP)
Use Case 1 - Student Eats Lunch
1. A student swipes their card at a cafeteria to pay for a lunch
2. At some future point in time (the point being this is not synchronous), the FOOD system submits a debit request to the Student Financial Account Service.

a. A request of the Student Financial Account service is sent to the zone. The request invokes the service method {DebitAccount}. This request contains the student’s identifier, the date and description of the transaction, including any other relevant details.
3. The ZIS forwards the service request to the HRFIN agent that provides the Student Financial Account service. 

4. The HRFIN agent debits the student’s financial account
Use Case 2 - Student is Assessed Late Fee
1. A student returns a book several weeks late to the library
2. At some future point in time (the point being this is not synchronous), the LIB system submits a debit request to the Student Financial Account service to pay for the late book fee.

a. A request of the Student Financial Account service is sent to the zone. The request invokes the service method {DebitAccount}. This request contains the student’s identifier, the date and description of the transaction, including any other relevant details.
3. The ZIS forwards the service request to the HRFIN agent that provides the Student Financial Account service. 
4. The HRFIN agent debits the student’s financial account
Use Case 3 - Parent Credits Student Account

1. A student account on the HRFIN system reaches a district-determined threshold of a minimum amount of funds

2. The HRFIN system raises an event on the Student Financial Account service

a. An event from the Student Financial Account service is sent to the zone. The event states that the student account has reached a minimal threshold.
3. The ZIS forwards the service request to the OPP agent that is subscribed to this event.
4. The OPP sends an email to the parents of the student, notifying them of a low account balance
5. The parent logs into the OPP and credits the account with a sum of money, using an electronic form of payment.

6. The OPP submits a credit request to the Student Financial Account service to credit the student’s account.
Use Case 4 - Student Unenrolls from District

1. A parent calls the school office and notifies the school that the student is leaving the district within a few days.
2. The SIS system requests the current account balance from the student’s account
a. A request to the Student Financial Account service is sent to the zone. The request invokes the service method {GetAccountBalance}. The ZIS forwards the service request to the HRFIN agent that hosts the Student Financial Account service.

3. The SIS may request other data from the zone, such as the LibraryPatronStatus object to determine which books are checked out.
4. A report is printed out of account balance, books checked out, and other information relevant to the student. This report is mailed to the parent or sent home with the student on the last day of school

Summary

These use cases demonstrate complex interactions between various systems involving a student’s financial account. 
Benefits of Using a Services Approach

This interaction would be difficult to achieve using existing SIF messaging protocols.
Immunization Compliance Service

The SIS system is required to produce a report that lists all students and their immunization compliance in order to verify district admissions. The SIS system maintains the dose information but relies on an Immunization Compliance service running inside the SIF zone to calculate whether the students being admitted meet state requirements for immunization. 

Systems Involved

· Student Information System (SIS)

· Health Information System (HIS)

· State Immunization Registry (SIR)

· State Department of Education/Health (DOE)

Data Ownership 

· Immunization Dose Info: (SIS). This is the detailed dose information for a student’s immunization record.
· Immunization Series/Vaccine Information: (SIR). This is the official listing of series/vaccine immunization approved for record keeping in the state.
· Immunization Compliance service: (HIS). This is the system that converges the information and evaluates the student’s record for compliance to the specific state.
· Immunization Series Requirements for K12: (DOE). This is the agency that sets the rules for reporting of the information.

Use Case 1 - Simple CalculateCompliance Request
1. The SIS system sends a service request to the zone for the immunization compliance status of a student.

a. A request of the Immunization Compliance service is sent to the zone. The request invokes the service method {CalculateCompliance}. This request contains a StudentPersonalRefId. The CalculateCompliance method may have other overloads that could be called as well, which will be discussed in the summary of this scenario.
2. The ZIS forwards the service request to the HIS agent that provides the Immunization Compliance service.
3. The HIS receives the service request. In order to make the most accurate determination, the HIS is required to use the most current information available. In this particular case, the HIS needs the age of the student and their grade level, along with their immunization dose information.
b. The HIS requests a copy of the StudentPersonal object to obtain the birth date of the student.

c. The HIS requests the student’s StudentSchoolEnrollment object, which contains the grade.
d. The HIS requests the immunization dose information for the student.
e. A request for a vaccine list is sent to the SIR.

f. A request for required immunizations is sent to the DOE.

4. Once all of the relevant information has been received, the HIS creates a compliance response and returns it to the zone.

5. The ZIS returns the compliance response to the requesting agent.
Summary
In this scenario, the HIS SIF agent is not a provider or subscriber to data that would be used to present information to a user. The HIS agent is providing the use of business logic and subject matter expertise. By the use of a service object, that expertise can be exposed to the SIF infrastructure.
Benefits of Using a Services Approach

This use case could be implemented today using the SIF_Request/SIF_Response protocol. The HIS could provide an object called “ImmunizationCompliance” that could be requested by other agents. However, a close examination of  this service shows that it might be more efficient if the caller of the service provided some additional information, such as birth date and grade. There are a number of other use cases that may require asking for ImmunizationCompliance in different ways, providing different inputs. These additional use cases would not be able to be easily fulfilled using SIF_Request / SIF_Response.

Benefit 1: Service Methods can accept any type of data parameters as input

If the caller of the service were the SIS system, it could invoke the CalculateCompliance web method by sending the StudentPersonal, StudentSchoolEnrollment, and ImmunizationDose information in the service request. Other agents that might use this service may not have all of that information and might call the service in a different way. The service could have many overloads of the CalculateCompliance web method that take different parameters. This type of flexibility in designing the methods exposed by a service is not possible with SIF_Request / SIF_Response.

Benefit 2: State changes can be transmitted as service events

The ImmunizationService could also expose an event called “ComplianceRequirementsChanged”. It could invoke this event whenever it detects that one of the rules it uses to calculate Immunization Compliance has changed. These rules are not exposed as SIF objects, but are intrinsic state changes to the Immunization Compliance service. Subscribers in the zone could detect that the rules have changed and have the service re-calculate the Immunization Compliance status of students.
Report Authority Service

[to do: fill out this example]
Content Sharing Service

[to do: fill out this example]

Student Enrollment Coordination Service

[to do: fill out this example]
� The notion of adding SOAP support to the SIF Infrastructure is to afford clients an alternate way to access SIF's messaging protocols via a zone integration server (i.e. exchanging SOAP envelopes instead of SIF_Message envelopes). By adding SOAP in the same time frame as SIF Services, we ensure that SOAP can be used to access the full set of SIF Infrastructure messages and that SIF Services are not seen as somehow competing with SOAP or reinventing the wheel. 





�I would like to see the idea of workflow interwoven into the document. While behavior and interoperability of the new infrastructure were mentioned, I think emphasizing workflow and interoperability make more sense then the focus on behavior. Especially, in regard to the blending of SOA and BPM as standards. Workflow is being architected into new SOA projects. If you think about it, new SIF impleplementations ferret out a division's implicit and explicit data processes.





